
  

 
 

Implementing and Advancing the National Cyber Strategy  
in the Maritime Transportation System 

 
6-7 December 2018 

 
PROJECT GOAL 
Achieve a more collaborative, resilient, and informed port security investment strategy guarding against 
cyber, technology, and physical threats. 

 
WORKSHOP OBJECTIVES 
Review findings from the Cyber Threat Port Study, discuss strategy, and develop implementation plans for 
the key areas identified in the National Cyber Strategy for maritime security: 

1. Clarifying maritime cybersecurity roles and responsibilities; 
2. Promoting enhanced mechanisms for international coordination and information sharing; and 
3. Accelerating the development of next-generation cyber-resilient maritime infrastructure. 

 
Thursday, 6 December 

Time Topic 

0730 – 0800 Registration & Coffee 

0800 – 0815 Welcome & Security 

0815 – 0900 Keynote: This Workshop in a National Context 

0900 – 0930 Maritime Intelligence Brief  

0930 – 0945 Break 

0945 – 1000 Study Background 

1000 – 1100 
Study Findings:  
Roles and Responsibilities 

1100 – 1230 
Strategy & Implementation Discussion: 
Roles and Responsibilities 

1230 – 1330 Lunch & Mingle 

1330 – 1430 
Study Findings: 
Collaboration and Information Sharing 

1430 – 1600 
Strategy & Implementation Discussion: 
Collaboration and Information Sharing 

1600 – 1700 Break 

1700 – 1900 Focused Discussions @ TBD 

 
 



  

Friday, 7 December 

Time Topic 

0730 – 0800 Registration & Coffee 

0800 – 0815 Welcome & Security 

0815 – 0830 Review of Day 1 

0830 – 0930 
Study Findings: 
Next Generation Cyber Resilience 

0930 – 0945 Break 

0945 – 1100 
Strategy & Implementation Discussion:  
Next Generation Cyber Resilience 

1100 – 1130 Workshop Wrap-up 

1130 – 1230 Lunch & Mingle 

 


